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What is the EU-US Data Privacy Framework?
A�er complex nego�a�ons, on July 10, 2023, the EU Commission approved the new
transfer mechanism between the EU and the US: the EU-US Data Privacy Framework
("DPF"). The DPF was adopted to facilitate the transfer of personal data subject to the
GDPR to US companies that are cer�fied under the DPF. The DPF was created in
response to the invalida�on of the Privacy Shield by the Court of Jus�ce of the
European Union on July 16, 2020.
 
Is the US an adequate country a�er this decision?
No, the US is s�ll not an adequate country. However, US-based companies cer�fied
with the US Department of Commerce ("DOC") as part of the Data Privacy Framework
List (the "List") will be able to receive personal data subject to the GDPR without the
need for addi�onal measures.
 
If my US en�ty is registered with the DPF, do I need to perform a transfer impact
assessment (TIA) for my transfers to the US?
En��es that are registered in the List do not have to conduct addi�onal assessments
or implement addi�onal safeguards. However, other companies located in the US
which are not part of the List (e.g., poten�ally, some of your sub-processors) will s�ll
have to conduct transfer impact assessments and the obliga�on to implement
addi�onal safeguards when transferring personal data subject to the GDPR remains.
 
How do I register my US en�ty with the DOC?
The DOC will process applica�ons for cer�fica�on and monitor whether par�cipa�ng
companies con�nue to meet the cer�fica�on requirements. Compliance by companies

http://app.activetrail.com/ShowCampaign.aspx
https://commission.europa.eu/document/fa09cbad-dd7d-4684-ae60-be03fcb0fddf_en


that are a part of the List with their DPF obliga�ons will be enforced by the US Federal
Trade Commission ("FTC"), the U.S. Department of Transporta�on (the “DOT”), and
poten�ally other authori�es that may added in the future. US companies can cer�fy
with the DPF by commi�ng to comply with the DPF's principles, which include a list of
privacy obliga�ons, such as data minimiza�on, purpose limita�on, data security or
limi�ng data sharing with third par�es. In addi�on, US companies cer�fied to the DPF
will have to offer data subjects different redress op�ons in case their data is wrongly
handled. The US DOC published on July 17th, 2023 the DPF's website, which includes a
mechanism to register and self-cer�fy to the  DPF, to the UK Extension (discussed
below) and to the Swiss-U.S. DPF.
 
If my company is Privacy Shield cer�fied, what is my status under the DPF?
Privacy Shield cer�fied companies will not need to submit a separate cer�fica�on
request to be DPF. Instead, companies with ac�ve Privacy Shield cer�fica�ons have
been transferred and are already on the List, and are required to comply with the DPF
principles. Privacy Shield-cer�fied companies must update their privacy policies to
align with the DPF by October 10, 2023. If a company that was previously cer�fied
with the Privacy Shield chooses not to par�cipate in the DPF, it must ac�vely withdraw
from the DPF.
 
What is the status of transfers of personal data from the UK and Switzerland to the
US under the DPF?
 
UK: Star�ng July 17, 2023, companies in the US that wish to self-cer�fy with the UK
Extension to the EU-U.S. DPF can already apply for such extension. The UK Extension is
subject to addi�onal regula�ons that will be enacted to address transfers of
informa�on from the UK (and Gibraltar) under the UK Extension (aka the "UK Data
Bridge"). Companies may not begin transferring informa�on to the United States
under the UK Extension un�l the UK Data Bridge is enacted, which is es�mated to
happen this year. Organiza�ons that wish to par�cipate in the UK Extension must also
be cer�fied under the EU-U.S. DPF.
 
Switzerland: The Swiss-U.S. Data Privacy Framework ("Swiss-U.S. DPF") entered into
effect on July 17, 2023.  Companies that are Swiss-U.S. Privacy Shield-cer�fied must
comply with the Swiss-U.S. DPF principles, including by upda�ng their privacy policies
by October 17, 2023. Companies with a Swiss-US Privacy Shield cer�fica�on have been
automa�cally entered into the Swiss-US DPF. As with the DPF, if a company previously
cer�fied with the Swiss-US Privacy Shield chooses not to par�cipate in the Swiss-U.S.
DPF, it must ac�vely withdraw from the framework.
 
What is the status of transfers of personal data from Israel to the US under the DPF?
The transfer of personal data outside of Israel is regulated by the Protec�on of Privacy
(Transfer of Data to Databases Abroad) Regula�ons, 2001. These regula�ons allow the
transfer of personal data to a country that is considered adequate under the GDPR if
such country extends the same condi�ons to personal data transferred from Israel,
which must be, at a minimum, the protec�ons that are in place in Israel. As discussed,
the DPF does not make the US an adequate country for data transfers under GDPR.
Therefore, it is s�ll uncertain whether data transfers from Israel can rely on the
alterna�ves presented by the DPF, as the protec�ons offered may not extend to
personal data exported from Israel. In other words, the adop�on of the DPF does not
seem to affect the ability to transfer personal data from Israel to the US and
companies that wish to transfer personal data from Israel to the US will need to
con�nue relying on one of the other alterna�ves provided under the Israeli transfer
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